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Security Resilience
Protecting the integrity of business amidst unpredictable change



The ability to protect the integrity of 
every aspect of the business to withstand 
unpredictable threats or changes…

…and then emerge stronger

Security Resilience
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Business boundaries are blurred
Businesses operate as ecosystems 

Work patterns constantly shifting
Hybrid work is here to stay

Billions of ever-expanding connections
Shared, accessible, operate at digital speed

Ever-Expanding Attack SurfaceSecurity resilience 
is confronting a new 
world where 
everyone and
everything are 
connecting
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Multi-Environment IT Reality
makes security resilience harder

Data Centers Cloud / SaaS

WAN SD-WAN

Agile DevOps

VMs Containers

Server/ Client Mobile

Traditional Modern
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Resilience requires a shift to  a new security strategy

Point Solutions Security Resilience

Prevention

Siloed

Alert/threat-centric

Detection/response/recovery

Connected

Context-centric

Applications Devices

Data CentersCloud

EdgeNetworks



The
Dimensions 
of Security
Resilience Close Gaps: Pervasive Defense Across Ecosystem

open platform across users/devices/networks/applications
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Take Right Action: Prioritize What is Most Important
risk-based contextual analysis, continuous trust assessment

5 Get Stronger Every day: Optimize Efficacy
orchestrate, automate, spring back faster
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Anticipate What’s Next: Embrace Shared Intelligence
actionable intelligence and expertise

See More: Activate Billions of Signals 
telemetry across ecosystem, active monitoring and filtering  5



Powering security resilience to protect the integrity of 
business amidst unpredictable change


